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Elément déclencheur : 
Scandale provoqué par le projet 
gouvernemental « SAFARI » (ou 
« la chasse aux français »)

Contexte, enjeux et objectifs

5



²6

Rapport Tricot et la loi 

n°78-17 du 6 janvier 1978

IBM 5110

Contexte, enjeux et objectifs
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La CNIL : Qu’est ce que c’est ?

Propos introductifs : CNIL, RGPD, DPD

C’est une autorité administrative 
indépendante et le régulateur des 

données en France

Créée en 1978 par la 
loi Informatique et Libertés

La CNIL a plus de  
40 ans !

Conseiller et informer les entreprises et les 
particuliers

Contrôler les entreprises et protéger les 
personnes

Sanctionner les entreprises en non-conformité 
par rapport à la réglementation

M
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Anticiper les innovations et les grandes 
transformations qui pourraient impacter la vie 
privée
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Principe d’accountability

Selon la CNIL, le principe d’accountability se définit 

comme “l’obligation pour les entreprises de mettre en 

œuvre des mécanismes et des procédures internes 

permettant de démontrer le respect des règles relatives à 

la protection des données”.

Le principe d’accountability est donc une approche 

dynamique où les acteurs doivent pouvoir à tout moment 

justifier de la mise en place d’une conformité en continu 

des traitements de données personnelles.

Propos introductifs : CNIL, RGPD, DPD

La réglementation applicable en protection des données personnelles
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Principe de “Privacy By Design”

L’approche Privacy By Design permet d’assurer la conformité des 

traitements de données à caractère personnel. Elle consiste à adopter 

dès la conception et par défaut, des mesures organisationnelles et 

techniques appropriées pour garantir la protection de la vie privée et 

des libertés fondamentales.

Désormais, les organisations sont tenues d’adopter dès la conception 

de projets impliquant des traitements de données personnelles des 

mesures prises par un responsable de traitement nommé dans 

l’entreprise. Si l’entreprise est contrôlée par la CNIL, alors celle-ci 

devrait être en mesure de démontrer les actions entreprises à cet 

effet.

Propos introductifs : CNIL, RGPD, DPD

La réglementation applicable en protection des données personnelles
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La réglementation applicable en protection des données personnelles : les 5 grands principes

Propos introductifs : CNIL, RGPD, DPD

Le principe de proportionnalité et de pertinence

Les informations enregistrées doivent être pertinentes et strictement 

nécessaires au regard de la finalité du fichier.

• Assurance que les données soient exactes, complètes et, si 

nécessaire, mises à jour.

• Seules les données totalement nécessaires à la poursuite des 

objectifs peuvent être collectées. 

Le principe de finalité

Le responsable d'un fichier ne peut enregistrer et utiliser des 

informations sur des personnes physiques que dans un but bien 

précis, légal et légitime.

• Définition des objectifs du traitement : à quoi vont servir les 

données ? 

• Sans finalités déterminées, explicites et légitimes il ne peut y avoir 

de traitement licite. 
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Droits des personnes concernées

Les personnes concernées disposent de droits afin de garder la maitrise de 

leurs données. Le responsable du fichier doit apporter tous les éléments 

pouvant leur permettre d’exercer leurs droits (auprès de qui ? sous quelle 

forme ?..). Lorsqu’elles exercent leurs droits, les personnes doivent obtenir 

une réponse dans un délai d’un mois.

Le principe d'une durée de conservation limitée

Il n'est pas possible de conserver des informations sur des personnes 

physiques dans un fichier pour une durée indéfinie. Une durée de 

conservation précise doit être fixée, en fonction du type d'information 

enregistrée et de la finalité du fichier.

Le principe de sécurité et de confidentialité

Le responsable du fichier doit garantir la sécurité et la confidentialité 

des informations qu'il détient. Il doit en particulier veiller à ce que 

seules les personnes autorisées aient accès à ces informations.

• Mise en place de toutes les mesures nécessaires à la sécurisation 

des données.

• Détermination des mesures en fonction des risques pesant sur les 

traitements. 12
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➢ Registre des activités de traitement à jour
➢ Procédure de gestion des violations de données
➢ Procédure d’exercice des droits (accès, effacement, 

opposition, etc.)
➢ Clauses contractuelles (sous-traitants, partenaires)
➢ Mentions d’information / politique de confidentialité 

(site, formulaires)
➢ Preuves de paramétrage des outils :

➢ durées de conservation
➢ confidentialité
➢ sécurité

➢ Politique / mesures de sécurité du SI
➢ Formulaires de recueil du consentement (quand 

requis)

➢ Procédure en cas de contrôle CNIL

➢ Procédure de transferts hors UE

➢ Modèles d’information des personnes

➢ Politique de gestion des sous-traitants

➢ Politique d’archivage et de purge

➢ Traçabilité des décisions clés (analyses, arbitrages, 
DPIA le cas échéant)

Documents obligatoires (preuve de 
conformité RGPD)

Documentation indispensable 
(pilotage & contrôle)
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Démarche et méthodologie de 
la mission
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Méthodologie générale de l’accompagnement mutualisé

Tâche Responsable

Cadrage commun
Périmètre RGPD, rôles et responsabilités, attentes de la Fédération et des 

structures.
SILEXO, FeMaSCo-BFC

Outillage
Mise à disposition de ProDPO (registre, modèles, guides, procédures). SILEXO

Montée en compétence
Webinaires thématiques, e-learning et supports pratiques. SILEXO, MSP et CPTS

Prise en main
Registre des traitements, documentation obligatoire, premières mesures de 

sécurité.
MSP et CPTS

Support mutualisé
Questions / réponses, points de blocage, retours d’expérience. SILEXO, MSP et CPTS

Options ciblées si nécessaire
Audit, formation, accompagnement individualisé. SILEXO

15

Objectif : Donner un cadre commun de conformité RGPD, pragmatique et actionnable, pour l’ensemble des structures accompagnées.
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Plan d’action 2025 - 2026

Tâche Responsable

Étape 1 – Analyse de l’existant
• Compréhension du fonctionnement réel de la structure

• Identification des acteurs, outils, flux de données

• Clarification des responsabilités (responsable de traitement, sous-traitants)

SILEXO, Pilotes

Étape 2 – Inventaire des traitements
• Recensement exhaustif des traitements de données :

• patients / usagers

• professionnels de santé

• coordination, prévention, gestion administrative

• Qualification des données (santé, sensibles, volumes, finalités)

• Intégration dans le registre ProDPO

SILEXO, Pilotes

Étape 3 – Analyse des risques
• Identification des traitements à enjeux

• Détection des besoins de DPIA

• Priorisation des actions correctrices

SILEXO

Étape 4 – Capitalisation
• Ajustement des modèles et du registre

• Retours d’expérience concrets
• Base méthodologique réplicable pour les autres structures

SILEXO

16



²17

Logiciel ProDPO
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Merci pour votre attention
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